
TERMINI E CONDIZIONI DI CRIPTY BY 
MATTEDEV. 

 
 

 
il seguente documento spiega i termini e condizioni del 
software “Cripty” o “Cripty By MatteDev” (o qualsiasi variante 
che si riferisce al software) sviluppato da MatteDev. 
 
Ultimo Aggiornamento: febbraio 2026. 

Email di supporto: official@mattedev.com | 
support@mattedev.com 

Sito web: mattedev.com | mattedev.aurastudioitalia.it 
 
 

 

1. Scopo del software 

Cripty è un software progettato esclusivamente per la protezione e la crittografia dei file 
dell’utente, al fine di garantire riservatezza e sicurezza dei dati personali o aziendali. 

Il software non è destinato, né progettato, né autorizzato per attività illecite, dannose o 
fraudolente. 

 

2. Divieto di utilizzo illecito 

È espressamente vietato utilizzare Cripty per qualsiasi attività illegale, inclusi, a titolo 
esemplificativo ma non esaustivo: 

• utilizzo del software come ransomware o strumenti analoghi; 

• crittografia di file, sistemi o dati non di proprietà dell’utente o senza il consenso 
esplicito del legittimo proprietario; 

• estorsione, ricatto, richiesta di denaro o benefici in cambio della decrittazione dei dati; 

• danneggiamento intenzionale di dati di terzi; 

• qualsiasi uso che violi leggi locali, nazionali o internazionali. 
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Qualsiasi utilizzo di questo tipo è interamente attribuibile all’utente, che se ne assume ogni 
responsabilità civile e penale. 

3. Responsabilità dell’utente 

L’utente è l’unico responsabile di: 

• come utilizza il software; 

• quali file decide di crittografare; 

• la gestione, conservazione e sicurezza della password o chiave di crittografia. 

Lo sviluppatore non monitora, non controlla e non può tecnicamente intervenire sull’uso 
che l’utente fa del software. 

 

4. Password e perdita dei dati 

Cripty utilizza sistemi di crittografia progettati per garantire un elevato livello di sicurezza. 

Di conseguenza: 

• non esiste alcun sistema di recupero password; 

• lo sviluppatore non possiede copie, backdoor o accessi alle chiavi di crittografia; 

• in caso di smarrimento, dimenticanza o perdita della password, i dati crittografati 
diventeranno permanentemente e irreversibilmente inaccessibili. 

L’utente accetta consapevolmente questo rischio prima di utilizzare il software. 

 

5. Limitazione di responsabilità 

Lo sviluppatore di Cripty non potrà essere ritenuto responsabile, in alcun caso, per: 

• perdita di dati dovuta a password dimenticate o errate; 

• uso improprio o non autorizzato del software; 

• danni diretti o indiretti derivanti dall’uso del software; 

• conseguenze legali derivanti da un utilizzo illecito del software da parte dell’utente. 

L’uso del software avviene “così com’è”, senza garanzie implicite o esplicite. 

 

6. Accettazione dei termini 

Installando, avviando o utilizzando Cripty, l’utente dichiara di: 



• aver letto e compreso i presenti Termini; 

• accettarli integralmente; 

• assumersi ogni responsabilità derivante dall’utilizzo del software. 

Se l’utente non accetta anche una sola parte di questi Termini, non è autorizzato a 
utilizzare Cripty. 

 


